
#1# Team name 

#1.1# Official team name :

Noorderpoort-CERT

#1.2# Short team name : (acronym)

NP-CERT

#1.3# Date of establishment :

1 May 2013

Last update May 2013

#2# Constituency & Host Organisation

#2.1# Definition/description of constituency :

Iedereen die gebruik maakt van het netwerk van het Noorderpoort, zoals 

studenten, medewerkers, alumni en informatiesystemen waar het Noorderpoort 

eigenaar van is.

#2.2# Internet domain information describing the constituency :

www.noorderpoort.nl

www.noorderpoort.com

#2.3# Host organisation :

Noorderpoort

#3# Team Contact Information
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#3.1# Specification of normal service window : (including timezone relative to 

GMT, and DST specification)

Regular service window: Monday to Friday 08:00 to 17:00 (GMT+1 October-

March, GMT+2 March-October)

#3.2# Telephone number during normal service window : (format +nn-mm-

kk, where nn is country code, mm city or area code and kk local phonenumber)

+31-50-5973735 (CERT)

#3.3# E-mail address :

CERT###noorderpoort.nl(### -> @)

#3.4# Facsimile number : (country code, telefax number)

+31-50-5973762  (To: CERT)

#3.5# Other telecommunication facilities : (pagers etc..)

n/a

#3.6# Postal address :

ICT CERT

Postbus 530,

9727 KB Groningen

The Netherlands

#3.9# Public information services : (webserver, ftp-server etc.)
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http://www.noorderpoort.nl

http://www.noorderpoort.com

http://cert.noorderpoort.com

#3.10# Public key or certificate (PGP/X509) to send data encrypted to team :

#4# Team Representative (P1)

#4.1# Name :

Gert Fokkema 

#4.2# E-mail address :

CERT###noorderpoort.nl (### -> @)

#4.4# Public key or certificate : (PGP/X509)

-----BEGIN PGP PUBLIC KEY BLOCK-----

Version: GnuPG v1.4.7 (MingW32)

-----END PGP PUBLIC KEY BLOCK-----

#9# Services & Expertise

#9.1# List the essential team services based on the below list:

#9.1.1# Prevention : helping the constituency prevent incidents

Supported

3



#9.1.2# Detection : helping the constituency with online incident detection

Supported

#9.1.3# Reporting point : offering a reporting point for incidents occurring within 

the constituency – both for the constituency and the outside world

Supported

#9.1.4# Resolution coordination : coordination of the resolution of detected 

and/or reported incidents (for coordinating teams)

Supported

#9.1.5# Resolution : actively contributing to the resolution of detected and/or 

reported incidents

Supported

#9.1.6# Special services : list any special service relevant to the world (like 

vulnerability analysis and follow-up)

n/a

#10# Information handling policy

#10.1# Information handling policy: list the team’s “information handling 

policy” on the handling, archiving, dissemination and destruction of incident or 

vulnerability related information, based on the default PACT policy for this -

especially listing the differences with the PACT policy

Default PACT policy applies.

#11.1# Key Revocation Certificates:
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#11.1# Key Revocation Certificates: list key revocation certificates for 

previously distributed keys

n/a
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